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Der Cyber Security
Day starkt Awareness

Die WBM

Die WBM Wohnungsbaugesellschaft 34.000 Mletwqhnlingen far
Berlin-Mitte mbH ist so vielfaltig wie e 7_Q°OOO Berlme;r IinkE
das Leben in der Metropole Berlin: In aus tber 100 Nationen.

den rund 34.000 Mietwohnungen leben
ca. 7/0.000 Berliner*innen aus tber 100
Nationen — und die Zahl wachst stetig an.
Zudem vermietet und besitzt die WBM ca.
310.000 m? Gewerbeflachen in attraktiven
Innenstadtlagen. Als zukunftsorientiertes
Unternehmen macht die WBM ihre
Bestande fit flir kommende Generationen,
um Berlin sozial, klimaneutral und
lebenswert zu gestalten.

310.000 m? Gewerbeflachen
in zentralen
Innenstadtlagen.

Zukunftsorientiert:
Bestidnde flir kommende
Generationen — sozial,
klimaneutral, lebenswert.

Informationssicherheit hat hochste Prioritat

Die Mitarbeitenden der landeseigenen Wohnungsbaugesellschaft Berlin-Mitte

mbH (WBM) arbeiten tagtaglich daran, bezahlbaren Wohnraum zu schaffen und zu
verwalten. Dabei gehen sie mit hochsensiblen Daten um, die haufig Personenbezug
haben. Dazu gehoren nicht nur Unternehmensdaten, sondern auch die Daten der
Mieter*innen wie Namen, Adressen und Bankverbindungen, die nicht nur in den
Kopfen der Mitarbeitenden gespeichert sind, sondern auch in physischen und
digitalen Ablagesystemen.

Der Schutz dieser Daten vor jeglichem unbefugtem Zugriff und damit die Sicherheit
der Mieter*innen hat oberste Prioritat. Denn Politik und Gesellschaft verlassen

sich darauf, dass sensible Daten bei der WBM sicher sind. Um die Sicherheit

von Informationen zu gewahrleisten, ist es nicht nur notwendig, technische und
organisatorische MaBnahmen umzusetzen, sondern auch die Mitarbeitenden fir
Informationssicherheit zu sensibilisieren. Wichtig ist es, eine Unternehmenskultur
zu starken, in der der Schutz von Informationen wie selbstverstandlich das
alltagliche Handeln bestimmt.



Herausforderung

Sicherheitskultur
nachhaltig starken

Fir eine Wohnungsbaugesellschaft

sind Informationen das wichtigste

Gut, ihre Sicherheit zu gewahrleisten

hat flir die WBM hochste Prioritat.
Um ihre Unternehmens- und
Mieter*innendaten zu schitzen,
muss die WBM sicherstellen, dass
alle Mitarbeitenden hinsichtlich
der Gefahren aus dem Cyberraum
sensibilisiert sind.

Damit dies gelingt, werden die
Mitarbeitenden ganzjahrig mit
der Awareness-Kampagne von
SECUTAIN geschult. Zusatzlich
werden mit auBergewohnlichen
Veranstaltungsformaten

neue Impuls gesetzt, die die
Mitarbeitenden dazu animieren,
sich mit Informationssicherheit
in einer anderen Lernumgebung
auseinanderzusetzen.
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Vertrauen: Politik und
Gesellschaft verlassen
sich darauf, dass sensible
Daten bei der WBM sicher
sind.

Mehr als Technik:
Nicht nur technische
und organisatorische
Mal3nahmen umsetzen,
sondern auch die
Mitarbeitenden
sensibilisieren.

Unternehmenskultur
starken: Damit der
Schutz von Informationen
das tagliche Handeln
bestimmt.

Ziel solcher Events ist es, bei den Mitarbeitenden Sympathie flr das Thema
Informationssicherheit zu erzeugen und gleichzeitig praktisches Wissen zu
vermitteln. Das Stichwort hier ist Gamification. In spielerischen Situationen
sollen die Teilnehmenden Wissen erwerben und direkt anwenden.

Der informative und gleichzeitig unterhaltsame Charakter solcher Events soll

dafiir sorgen, dass diese lange positiv in den Kopfen der Belegschaft verbleiben

und somit die Sicherheitskultur innerhalb des Unternehmens nachhaltig

gestarkt wird.



Vorgehen &
Erkenntnisse

Der Cyber Die Stationen
Security Day

SECUTAIN hat einen Cyber
Security Day (CSD) auf

dem Gelande der WBM
durchgefihrt und dafur
zahlreiche Angebote flr die
Mitarbeitenden bereitgestellt,
die auf die Bedtrfnisse der
WBM zugeschnitten waren.
An verschiedenen Stationen
boten die Fachexperten von
SECUTAIN und Spezialisten von
ausgewahlten Dienstleistern
interaktive Workshops, Live-
Demonstrationen und Serious
Games an.




Fazit des Kunden

Der von SECUTAIN organisierte Cyber
Security Day war ein voller Erfolg.

,Er hat unseren Mitarbeitenden gezeigt, dass die Sicherheit von
Informationen nur gewahrleistet werden kann, wenn alle an einem Strang
ziehen. Die Kollegen hatten an dem Tag viel Spal3 und ich bin mir sicher,
dass sie noch die eine oder andere amusante Anekdote von der Quizshow
oder dem Escape-Koffer bei der nachsten Mittagspause austauschen
werden! Das Event hat es geschafft, die Informationssicherheit noch
starker in unseren Alltag und in die Kopfe der Mitarbeitenden zu bringen.”

STEFAN LAUX, INFORMATIONSSICHERHEITSBEAUFTRAGTER DER WBM

Eine Produktlinie der

teccle
group



